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**Mitchell**: Every object on Rxclaim is secured in the authorization list. What this is showing you is the authorization list for the claim prod file.

First line is star public: This is basically anybody that is not defined by any of the groups below that. If you have an ID, but if you are not part of the library, you are excluded.

User level: They are all group users, all associated to some group of some sort. Use means read only. The column checked is only "REA"

USER DEF - Data center access - require a high-level privilege.

APCSAUTL QSYS - System library

List mgt - only checked QSECOFR - You must be security officer level to be able to change this list.

It is important to know RxClaim is being on an adopting model. If you don’t have access to the screen, you don’t have access to the program you don’t have access to the file.

They have a second level - Panel level security. Even if there are options on your screen, without panel level access, you don’t get access, publicly excluded

Other DOC - evidence of the query.

**Eric**: Are the users in the excel spread, are they tied to the other Doc requested.

**Mitch**: Those users are associated to those groups, one or more of them. ITD OPS

**Sarah**: Can we understand what a program object is

**Mitch**: It’s a complied set of program that execute business logic. The programs are doing the business logic. They are basically publicly used.

**Mitch**: There are no access listing. They are all defined with public use.

**Mitch**: Let’s say, I might be a privilege user. An option says to enter manual claim, if they didn’t provision me to manual claims, I get rejected. The application revolves around application security.

I the field - UPGRFF (Mitch - I can provide users that have access to the fields)

QSECOFR - No one has access to this. It’s a system account. **Conway** has access to this account. Works for **Mitch**.

**Lucia**: This entire process of sending a query? Is this going on in production?

**Seun:** How does manual claim get submitted.

**Mitch:** A manual claim is a manual option on the user screen. From a provision process. If a user submit access to production. Manager submits to IAM, IAM does provision.

There is a panel - panel security level. They will grant access to that panel. They go through their screen. Fill in the manual claim. I will ask the application owner, whoever owns the application screen.

**Conway** - The ID is created by the operating system itself. He does not own the system access.

**Sarah:** Who owns the groups with elevated access. Recertification, access review etc?

**Mitch:** There is an annual process called privilege access - they have access to control jobs etc.

System team under **Conway**, the IDs are generated under PAR, and sent to the manager of that team (ITDIO, or operation manager) and validate all the members on the team are appropriate.

High privilege access is a system privilege access - **Mitch** team owns.

Any par at an application level, we don’t do, we do on an operating system level.

The operating manager is the one that approves on their team. **Mitch**

Panel level authority: **Diana** can speak to this better. Basically. If it is a high privilege use, the application delivers what is called panel ID level security. If you take an option but were not support to have access, it creates a splash screen and reject. - **Diana** can speak more on this.

Each team will be responsibility for approving any access request that will also include panel level authority and go through panel level authority - **Diana**. It is not part of the PAR. Identify access management access is different from PAR. Involves approving access based on their…

**BREAKOUT SESSION WITH INTERNAL AUDIT:**

QA and UAT libaries - we don’t need to look at.

ClAIM PROD FIL - This is good

You have to get access to the panel in order to get access to the file - **Eric**

Then Panel Level Authority - ?

We need to find the owners of the manual screen. Because this is separate from the application owner.

Send follow Request. To get further

Diana. Is she an owner. Is it over the application as a whole, or

**Diana:** Connect with her? What does she do with the Panel IDs. Whoever has access to the Panel IDs, have access to the data. Who is the manual claim screen owner?

**Sarah:** Can you walk us through someone who does not have access, and someone who has access, want to see how far you can go.

Based on our convo, can you give us a query of the two additional column you said you will provide - Sarah (- **For mitch**)

Adopting model security, understand this from a panel level security, hopefully you can shed more light there - **For Diana**